- Do not use public computers, public wireless networks (coffee shop, shopping malls, supermarkets,

bookstores...) to access Internet Banking, in case of compulsory use, you must change the password as
soon as possible.

Do not allow for user names and passwords to be saved by website browsers.

Do not download or use cracked software, software of unknown origin.

Do not use “jailbroken" or "rooted" devices for online banking or a One-Time Password Generator App.

Always install mainstream anti-virus applications and have regular updates.
- Always do protect and do not share a One-Time Password Generator devices.
- Always log out eBanking if you are away briefly.

- Change the password regularly, at least every 3 months, avoid repeating the old password.
- Do not set password easily guessed as the name, phone number, date of birth ... or other personal
information.

Do not write password on paper.

Do not use the same password for multiple services.

Do not share your password with others.

Immediately inform Sacombank when there are signs of account infiltration, requests to send OTP,
request to send password or other unusual requests.
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